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1. Introduction
Passion for Learning (the ‘Organisation’) is committed to protecting the rights and freedoms of all individuals in accordance with the UK General Data Protection Regulation (UK GDPR), the Data Protection Act 2018, and guidance issued by the Information Commissioner’s Office (ICO).
This policy explains how we collect, use, store, and share personal information, and the measures we have in place to ensure it is handled lawfully, fairly, securely, and transparently.
2. Scope
This policy applies to all employees, volunteers, trustees, contractors, suppliers, funders, schools, and service users. It covers all forms of data processing carried out by the Organisation, whether digital, paper-based, or photographic.
3. Data Protection Principles
We are committed to the six principles of data protection:
• Lawfulness, fairness and transparency
• Purpose limitation
• Data minimisation
• Accuracy
• Storage limitation
• Integrity and confidentiality

We are also accountable for demonstrating compliance with these principles.
4. Roles and Responsibilities
• The Board of Trustees: ultimate responsibility for ensuring compliance.
• The Chief Executive Officer (CEO): designated Data Protection Lead and Data Controller.
• The Finance & Business Manager: supports monitoring of compliance and access requests.
• All staff and volunteers: responsible for following this policy and completing training.

5. Legal Basis for Processing Data
We process personal data only where a lawful basis applies under the UK GDPR. This may include:
• Consent
• Contractual necessity
• Legal obligation
• Vital interests
• Public task
• Legitimate interests

Where consent is relied upon, it must be explicit, freely given, informed, and can be withdrawn at any time.
6. Collection of Personal Data
We collect information from:
• Service users (children and families) via registration forms, parental consent forms, and attendance records.
• Volunteers via application forms, DBS checks, references, and induction records.
• Funders and donors via applications, contracts, and correspondence.
• Schools and partners through service agreements and communications.
• Suppliers and contractors for service delivery purposes.

We only collect data that is necessary and proportionate to the services we provide.


7. Data Storage and Security
• Digital records are stored securely on Office 365 cloud servers (UK-based, Tier 4 data centres) with encryption.
• Access is password-protected and requires multi-factor authentication where available.
• Volunteer and service user data is stored on Monday.com, managed by the Media & IT Coordinator.
• Paper records are kept in locked cabinets within secure offices.
• Portable devices must be encrypted and approved by management.

8. Rights of Individuals
Under data protection law, individuals have the right to:
• Be informed about how their data is used.
• Access their personal data.
• Rectify incorrect data.
• Request erasure (‘right to be forgotten’).
• Restrict processing.
• Data portability.
• Object to processing.
• Rights related to automated decision-making and profiling.

9. Data Sharing and Disclosure
We will only share personal information with third parties where lawful and necessary. Examples include:
• DBS checks for volunteers.
• Payroll providers for staff.
• HMRC for statutory purposes.
• Schools where volunteers are placed.

Any third party handling our data is subject to strict contractual data protection obligations.


10. Data Breaches
A personal data breach is any security incident that results in unauthorised access to, or loss of, personal data. All staff and volunteers must report suspected breaches immediately to the CEO.

If the breach poses a risk to individuals, we will notify the ICO within 72 hours. If there is a high risk to individuals, we will also notify those affected.
11. Retention and Disposal
Personal data will not be retained longer than necessary. Retention periods are detailed in Appendix A. Secure disposal methods include shredding, encryption wipe, and specialist IT destruction services.
12. CCTV and Photography
Images and video recordings of identifiable individuals are treated as personal data. Consent will always be sought before publishing images of children, in line with safeguarding requirements.
13. Training and Awareness
All staff and volunteers must complete GDPR training at induction and refreshers every two years. Guidance will be provided on confidentiality, secure handling of data, and breach reporting.
14. Policy Review
This policy will be reviewed every three years by the Board of Trustees, or sooner if required by changes in law or organisational practice.
Appendix A - Retention Schedule
• Volunteer applications (successful): retained for 12 months after leaving.
• Volunteer applications (unsuccessful): deleted after 6 months.
• DBS records: destroyed once certificate received (reference numbers retained).
• Child records: retained for 1 year after last contact.
• Staff records: retained for 7 years post-employment.
• Financial records: retained for 6 years.
• Health and safety records: retained for statutory periods (e.g. accident records for 12 years, or until child reaches 25).

Contact Information
For questions, concerns, or to exercise your rights under data protection law, please contact:

Data Controller (CEO)
Passion for Learning C.I.O.
Unit 8, Venture Point
Stanney Mill Road
Ellesmere Port CH2 4NE

Email: steve@passion-for-learning.com
Tel 0151 356 8717 
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